**附件1**

**服务内容及要求**

**一、服务内容**

依据国家网络安全等级保护管理制度规定，按照最新的《网络安全等级保护基本要求》等有关管理规范和技术标准，对我单位相关信息系统进行等级测评，具体如下：

|  |  |  |  |
| --- | --- | --- | --- |
| **序号** | **服务项目** | **服务内容** | **服务次数** |
| 1 | 网络安全等级保护测评服务 | 测评的内容包括但不限于以下内容： （1）安全技术测评：包括安全物理环境、安全通信网络、安全区域边界、安全计算环境、安全管理中心等五个方面的安全测评； （2）安全管理测评：包括安全管理制度、安全管理机构、安全管理人员、安全建设管理、安全运维管理等五个方面的安全测评。 在完成测评后，针对信息系统的实际情况，出具海南省公安厅认可的《网络安全等级保护等级测评报告》，并提出具有针对性的整改建议，形成《信息系统安全整改设计方案》 | 一次服务 |
| 2 | 网络安全加固指导服务 | 从等保合规的角度出发，依据最新等保2.0的要求，将技术措施和管理措施有效结合，对我单位的系统平台进行安全整改加固指导，具体包括：系统服务器、数据库、网络设备的策略优化，安全管理制度的完善和指导落实等。 | 一次服务 |
| 3 | 售后服务 | 1. 提供网络安全咨询服务的内容包括但不限于：信息系统等级变更咨询、等级保护建设整改咨询、信息系统安全检查咨询、等级保护测评咨询等。
2. 提供一次网络安全意识培训。
 | 一年期 |

**二、服务要求**

**1、服务工期**

在合同签订30个工作日内完成等级测评工作并出具符合公安机关要求的《网络安全等级保护等级测评报告》。

**2、交付成果和报告**

本项目相关信息系统的《网络安全等级保护等级测评报告》。

**3、服务验收标准**

本项目服务通过验收需满足以下所有条件：

1、完成服务对象的测评工作；

2、出具符合公安部要求的《网络安全等级保护等级测评报告》。

**三、服务商资格要求**

1、服务商在中华人民共和国注册，具有独立承担民事责任能力的法人，需提供营业执照副本、组织机构代码证副本、税务登记证副本、或三证合一有效证件；

2、服务商具有良好的商业信誉和健全的财务会计制度和有依法缴纳社会保障资金的良好记录（需提供2021年任意连续3个月的企业纳税证明和社会保障缴费记录复印件）；

3、服务商需承诺在经营活动中没有重大违法记录；

4、服务商需具有国家公安部颁发的网络安全等级保护测评机构推荐证书。

5、服务商需提供5个（含）以上在机关事业单位实施等保测评服务的案例（合同）证明。